Announcement of PTT Public Company Limited
Subject: Information Security Management System Policy

To ensure that the information systems of PTT Public Company Limited are appropriately and
efficiently managed in accordance with international standards, and to comprehensively address the
key components of information security consisting of Confidentiality, Integrity, and Availability or CIA
as well as to prevent potential issues arising from improper use of information technology and various
threats, PTT hereby establishes its Information Security Management System Policy with the following
key principles:

1.

2.

To build confidence and ensure the security and effectiveness of information system usage.

To define the scope of information security management system based on ISO/IEC 27001
standards and to continuously review and improve this scope.

To establish requirements and guidelines for maintaining information security.

To ensure that executives, employees, system administrators, and external personnel working
with PTT recognize the importance of information security in their operations.

To conduct risk assessments and manage information security risks to prevent threats that
may impact PTT’s business operations.

To analyze incidents that cause damage or loss to information systems, including information
leakage, in order to develop preventive and corrective measures.

This policy applies to all departments within PTT. All executives, employees, and personnel
working with PTT must understand and comply with this policy. Executives at all levels must lead by
example and actively support and promote its effective implementation.

Announced on 4 October 2562
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